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Introduction

This guide discusses system administration for Axiom, including data and file management.

» Intended audience

This guide is intended for administrators who are responsible for the setup and ongoing administration
of Axiom.

» What is covered in this guide?

This guide covers the following aspects of system administration:

Table administration

Importing / exporting data

Auditing configuration and review

File management

Customizing the Axiom user interface for users and roles

» What is not covered in this guide?

The following related topics are not covered in this guide:

File group administration. For more information on creating and managing file groups, see the
File Group Administration Guide.

Security administration. For more information on creating users and roles and configuring
security settings, see the Security Guide.

Scheduler. For more information on setting up Scheduler and scheduling tasks for automated
execution, see the Scheduler Guide.

Process Management. For more information on defining and administering processes, see the
Process Management Guide.

Axiom file setup. For more information on querying and saving data via Axiom files, and other file
setup options, see the Axiom File Setup Guide.

All documentation for Axiom can also be accessed using the Axiom Help files.

System Administration Guide Axiom | 1



» Axiom Client versions

This guide discusses functionality that is available in the Axiom Desktop Client (Excel Client and Windows
Client). Screenshots of features may show either the Excel Client or the Windows Client. The Axiom
functionality is virtually identical in both environments.

A few system administration features are available in the Axiom Web Client. Web Client features are
explicitly called out where applicable.
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Table Administration

This section discusses how to administer database tables for the Axiom system. Tables are used to hold
all data in Axiom, including imported data and planning data saved from plan files. Tables also define the
dimensions and grouping relationships in your system.

About tables and columns

This section contains essential information to understand tables and columns in Axiom.

About table classifications

Each table in Axiom is classified as one of the following:
e Data table
e Reference table (including picklist tables and KPI tables)

¢ Document Reference table

This topic discusses the properties and general design considerations for each table classification.

» E Data tables

Data tables hold imported or calculated financial data (or both). Data tables are the primary targets of
save-to-database processes in plan files, and are the primary sources of data for reports.

Data tables can have multiple key columns. For example, the key columns for a data table might be
DEPT and ACCT. Every combination of these key columns defines a unique row of data in the table. In
this case two rows of data in the database cannot share the same account and department code.

Key columns in data tables typically have lookup relationships with reference tables that define the valid
values for the key columns. For example, if a key column in the data table is ACCT, that column would
have a lookup to the ACCT column in the ACCT reference table to define the set of valid accounts.
However, key columns are not required to have a lookup relationship. If a key column does not have an
assigned lookup column, then the entries for that column are not validated during an import or a save-
to-database.
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By default, non-admin users do not have access to the data in data tables. If you want non-admin users
to be able to query data in a data table, they must be granted access to the table in Security. Table types
may be used to group related tables and manage security access as a group.

» 37 Reference tables

Reference tables hold lists of information to be referenced elsewhere. Reference tables can be used for
many purposes, from lists of planning codes to import mapping tables.

Reference tables also define grouping relationships for security filters and reporting. For example, a
department table might also have columns that assign each department to a region, country, or VP. By
defining a filter criteria statement based on a grouping column, you can restrict access to data or define
summing levels for a data query.

Reference tables can be designated as the plan code table for a file group. In this case, each code or
record in the table has an associated plan file, and the table can contain additional columns to drive file
group processes.

Reference tables can have only one key column. Each entry in that key column must be unique.

By default, non-admin users do not have access to the data in reference tables. If you want non-admin
users to be able to query data in a reference table, they must be granted access to the table in Security.
If the table holds common data that all users need to be able to access, such as ACCT and DEPT tables,
you can use the Everyone role to grant access to all users.

Reference tables support two special sub-classes of tables, intended for specific purposes. These special
tables generally follow the same rules as reference tables, but with some additional requirements and
restrictions.

. Picklist tables: Picklist tables hold lists of items from which users can make selections. For
example, you might want users to select from a list of defined categories or status codes, and
these lists can be defined as picklist tables. For more information on using picklist tables, see
About picklist tables.

* E‘ KPI tables: KPI tables hold key performance indicator values (KPIs), for display within reports.
The KPI Panel component in Axiom forms and web reports can display KPI values held in
KPI tables. For more information on using KPI tables, see About KPI tables.

» i3 Document reference tables

Document reference tables are single-key tables that are controlled using a source spreadsheet file.
Each document reference table is linked to a specific managed Axiom file, where the table and its data
are managed. Traditionally, document reference tables are used to maintain file group driver tables, and
can also be used for other data if desired.
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Save Type 3 is used to create a document reference table in the database, based on the structure of the
source sheet. Each time the Axiom file is saved, the associated document reference table is re-created
based on the structure and data within the Axiom file. For this reason, document reference tables are
not created or edited from the Tables menu (although you can launch the source file from that location,
if you have the appropriate rights).

By default, all users have security permission to query the data in document reference tables, via the
Everyone role.

Generally speaking, document reference tables are being de-emphasized in favor of using regular
reference tables and picklist tables, especially in Axiom packaged products. Although document
reference tables are still supported, it is recommended to use other solutions when possible. Document
reference tables have many limitations as compared to the other table classifications. For example,
document reference tables do not support the full range of table and column properties, and cannot
belong to table types. Columns in document reference tables cannot look up to other tables, and other
tables cannot look up to document reference tables.

About key columns

Every table in the database must have at least one key column. Reference tables and document
reference tables can have only one key column, whereas data tables can have multiple key columns.
When you are defining a column for a table, you must specify whether it is a key column.

Key columns define unique records of data in the table. If a table has one key column, then each value in
that key column must be unique and defines a unique record in the table. If a table has multiple key
columns, then each combination of values in those key columns defines a unique record in the table.

For example, if you have a reference table DEPT, the key column is DEPT, and that column contains each
unique department code. The remaining columns in the DEPT table contain information that describes
each unique department code, such as the department name, or the region the department belongs to,
or the manager of that department.

Data tables typically have at least two key columns, such as DEPT and ACCT. Each combination of a
department and an account defines a unique record in the data table. This allows you to plan for each
account at a department level.

The specific key columns vary depending on the level of planning. For example, you might forecast at
the division and account level, or perform capital planning at the project and account level. When
defining key columns for data tables, consider whether the data in that column must define a unique
record of data in the database, in relationship with the other key columns in the table.

Your plan may require additional key columns in a data table. For example, you might want to track
item-level detail for certain accounts, such as Travel. You could have a Detail sheet in your plan files
where each manager lists the specific detailed items that make up the Travel total, and assigns each one
a Detail code (such as Detail_01). In this case, the Detail column needs to be a key column, so that each
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Dept / Acct / Detail combination is a unique record in the database. If Detail is not a key column, the
save process would either fail due to a summing error, or the detail data would be collapsed within the
Dept / Acct combination. For example:

DEPT ACCT  Detail M1 M2

100 3000 Detail_01 0 1000
100 3000 Detail_02 1000 0

If Detail is not a key column, the save process would fail, because the database can only contain one row
of data for the combination of DEPT 100 / ACCT 3000, and Axiom cannot sum the contents of the Detail
column.

If Detail is a key column, then the save process would be successful, saving one row of data for DEPT 100
/ ACCT 3000 / Detail_01, and another row of data for DEPT 100 / ACCT 3000 / Detail_02.

» Defining key columns

When defining a column in a table, you can designate it as a key column by setting the Key Column
property to True. Key columns can only be the following data types: Identity, Integer (all types), String,
or Date. Other data types cannot be key columns.

A key column can be assigned a lookup column, so that the values in the key column are validated
against a list in another table. For example, the key column GL2022.ACCT would be assigned a Lookup
Column of ACCT.ACCT, so that the account values in the GL2022 table must match the account values in
the ACCT table. Regardless of whether a key column is a validated column, key columns cannot contain
blank values.

In the Edit Table dialog, key columns display with a yellow key icon next to the column name. If the key
column is also a validated column, then the icon is a yellow key and a blue key combined.

General Table Properties Columns

+ - X s 5

‘% DEPT
¥ DETAL
M1
M2

Example table with two validated key columns and one non-validated key column
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» Descriptions for key values

When defining reference tables, each value in the key column typically has a unique description. For
example, if the key column is DEPT.DEPT, each department code in that column has an associated
description. In almost all cases, whenever the department codes are presented to users you want the
description to display as well, because most users need the descriptions to find the departments they
are looking for (or just to reinforce that they have the correct department).

To pair the key column with its descriptions, you create another column in the table to hold the
descriptions and then enable the Describes Key property for that column. Often this column is named
"Description" as well, but it does not have to be. When Axiom displays the key values to end users in
dialogs or in other built-in contexts such as drilling, the descriptions will be automatically included.

You can designate multiple columns as description columns, however, you should consider how this
content will display to end users when multiple columns are included along with the key value. Too
much information may be confusing and difficult to read in certain contexts.

» Aggregating duplicate keys during data save

Because each combination of key codes defines a unique record of data in the database, if two rows to
be saved have the same key codes, then by default Axiom attempts to aggregate the data in these rows
when saving to the database.

NOTE: This default aggregation behavior only applies to data tables. If duplicate key codes are found
when saving to a reference table or a document reference table, an error always results.

For example, imagine that you have the following rows in a plan file:
DEPT ACCT M1 M2
100 2000 50 150
100 2000 100 200

When a save is performed, the duplicate keys are aggregated by summing the numeric fields, resulting
in the following record of data in the database:

DEPT ACCT M1 M2
100 2000 150 350

When string columns are used in a data table, you must take care not to create a situation where the
string column must be aggregated during a save-to-database. For example:

DEPT ACCT M1 M2 Comment
100 2000 50 150 Software release event
100 2000 100 200 Party planning funds
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In this case, the save process will return an error, because it cannot sum the contents of the Comment
column. If both Comment fields contained the same string—for example, if they both said "Software
release event"—then the save would process successfully because it could reconcile the contents of the
Comment column.

If aggregation applies, non-key fields are treated as follows:
e Numeric fields are summed.

* Integer fields (all types) are summed, unless the column is a validated column, in which case the
values must match).

e String, Date, DateTime, and Boolean fields must match.

Aggregation applies by default when saving data to a data table using Save Type 1 or when using an
import utility. In both cases, the aggregation can be disabled if desired (meaning that the data must not
contain duplicate keys or else an error will result). When using Open Table in Spreadsheet, aggregation
is not allowed in any case and duplicate keys will result in an error.

» Alternate key columns

Tables can have one or more alternate key columns. Alternate key columns are non-key columns that
are required to have unique values. These columns can be used to uniquely identify each row in the
table, even though they are not formally designated as key columns. All tables except document
reference tables can have alternate key columns.

Currently, the primary purpose of alternate key columns is when using the alternate key mapping
feature of Save Type 1. This feature allows you to save data by using an alternate key to look up the
actual key of a table. However, the alternate key feature can be used for any column where unique
values are required.

When the Axiom documentation uses the term key column, this refers to primary key columns only
(columns where Key Column is set to True). You should not assume that a requirement or behavior
described in the documentation for key columns also applies to alternate key columns, unless alternate
key columns are explicitly mentioned.

About lookup columns

Certain columns in tables need to be restricted to a specific set of valid values. These columns are
known as validated columns, because before any data can be saved to the column, the data is first
validated against a designated lookup column. The lookup column defines the set of allowed values for
the validated column.

For example, if the table GL2022 has a column DEPT, then you need to restrict the values in that column
to the set of valid departments for your organization. This list of valid departments is defined in the
separate DEPT reference table, in the key column (for example: DEPT.DEPT). You can enforce this
validation by assigning DEPT.DEPT as the lookup column for GL2022.DEPT.
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General | Table Properties Columns | Aliases | Sequences | Calculated Fields | Dat| * ]| "
X @ &
% ACCT " Colurmn Mame DEPT "
Description
M1 Data Type Integer
Key Column True
e Lookup Column DEPT.Dept
i Hierarchy Display M:
M4 I5 Filter Column True
M3 Describes Key False
MG Column Classificatior Default {Dimension)
M7 Fixed True *

Lookup Column assignment in the Edit Table dialog

The GL2022.DEPT column is now a validated column, and the DEPT.DEPT column is a lookup column.
The DEPT reference table is also referred to as a lookup table for the GL2022 table.

GL Data Table
DEPT ACCT M1 M2 M3
20000 6000 2644.23 117338 5046.89
Validated 20000 6200 0.00 23000.00 18400.00
Column | 20000 6300 6120.00 3187.50 §948.75
20000 6400 1565.53 2316.27 2284.36
20000 6500 11729.61 23459.14 11728.57
20000 6600 0.00 0.00 0.00
‘ DEPT Reference Table
Dept Description Template WorldRegion Country
20000 Corporate Master Budget Template Corporate Usa
21000 Corporate Administration Master Budget Template Corporate USA
22000 Information Technologies Master Budget Template Corporate Usa
23000 Purchasing & Materials Mgmt |Master Budget Template Corporate UsA
Lookup 24000 Business Development Master Budget Template Corporate UsA
Column 25000 Finance Master Budget Template Corporate Usa
26000 Portfolio Management Master Budget Template Corporate UsA
27000 Human Resources Master Budget Template Corporate Usa
28000 Facilities Master Budget Template Corporate UsA
29000 Legal Master Budget Template Morth America  USA
40000 Los Angeles - Store 34 Master Budget Template Morth America  USA
40500 West Coast Distribution Master Budget Template Morth America  USA

Lookup column relationship
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Both key and non-key columns can be validated columns. For example, you could have a reference table
DEPT, with a non-key column named DEPTMGR that contains the manager name of each department. If
you wanted to restrict that column to a set of valid manager names, you could create another reference
table in the database named MGR, and then assigh MGR.MGR as the lookup column for
DEPT.DEPTMGR.

» Defining validated columns

When defining a column in a table, you can make it a validated column by assigning a Table.Column
name in the Lookup Column field. You can assign a lookup column when creating or editing a column. If
the table already contains data when you make the lookup column assignment, then the assignment will
only be allowed if the existing data can be validated against the lookup column.

Once a lookup relationship has been created, the validated column and the lookup column become
interdependent. You cannot save data to the validated column unless it matches a valid value in the
lookup column. Also, you cannot delete a value from the lookup column if it is used in the validated
column.

Note the following about lookup columns and validated columns:

¢ Only key columns of reference tables can be lookup columns.

e A column can be the assigned lookup column for any number of validated columns. For example,
multiple DEPT columns in multiple tables can all use DEPT.DEPT as a lookup column.

e A validated column must have the same data type as its assigned lookup column. There is one
exception—if the lookup column is an Identity column, then the validated column must be an
Integer column. If the columns are string columns, then they must also have the same string
length and Unicode status (enabled or disabled).

e Lookup columns and validated columns are not required to have the same column name, though
often it is a good idea to use the same name to avoid confusion and to reinforce the relationship
between the columns.

In the Edit Table dialog, validated columns display with a blue key icon next to the column name. If the
validated column is also a key column, then the icon is a yellow key and a blue key combined. The
lookup column for the validated column displays in a tooltip when you hover your cursor over the
column name.
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General Table Properties Columns

+-X + %[5
7 Dept o

Description

Template
#? WorldRegion
Country

“Lookup to Region.Region

VP

Example table with validated columns

» Self-referencing lookup columns

You can set up "self-referencing" lookup columns within a reference table. This means that the validated
column and the lookup column are within the same table. For example, the column DEPT.DeptMap can
use DEPT.DEPT as a lookup column, both within the DEPT table.

This can be useful when setting up mapping for plan files. You may be mapping certain departments into
a "parent" department for planning purposes, and you manage those mappings in the DeptMap column.
You want to make sure that only valid department numbers are used in this column, so you assign it a
lookup column of DEPT.DEPT. If you do this, keep in mind that you cannot have blank values or entries
like "Not Mapped" in the DeptMap column—all rows must be completed and all entries must be valid
department numbers.

This approach also allows you to force Axiom to use values from the "parent" record when mapping. For
example, consider the following setup for the ACCT table:

ACCT Description BgtCombineDuringQuery BgtSectioninFile CMAssign

1000 Main Rev 1000 Fixed Fixed CM
1100 Other Rev 1 1000 Fixed
1200 Other Rev 2 1000 Variable Variable CM

Imagine that you are mapping accounts 1100 and 1200 into account 1000 for planning purposes. Under
normal circumstances you might have an Axiom query data range filter of ACCT.CMAssign="'Fixed"'
to bring accounts into that section, and the calc method assignment for the query would be
Acct.CMAssign.

However, this approach will not work as expected when mapping, because when summing the three
records together the query will choose the string values from BgtSectionInFile and CMAssign seemingly
at random. It might select Variable as the section instead of Fixed, and it might select the Variable CM or
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the blank cell from the CMAssign column (the latter case meaning the default calc method would be
used). This is not the desired result—what you want is a way to force it to use the values from the
"parent" account, which in this case is account 1000.

The way around this is to configure BgtCombineDuringQuery to use ACCT.ACCT as a lookup column.
Then in the Axiom query setup, you can use the "multiple-level” column syntax, which will enforce the
use of the values for the "parent" account. This is the same syntax that is used when there are actually
multiple tables involved in the lookup chain. Effectively, this causes the account table to be joined back
in after the records are summed, and then use the values from the BgtCombineDuringQuery column to
determine the account.

In the case of the data filter, you would specify
ACCT.BgtCombineDuringQuery.BgtSectionInFile="'Fixed', and in the case of the calc method
assignments, you would specify ACCT.BgtCombineDuringQuery.CMAssign. You would also use this
syntax as appropriate in the field definition for the query, for example to bring in the appropriate
account description: ACCT.BgtCombineDuringQuery.Description.

» Design considerations for validated columns

If the data in a table is zeroed as part of a Save Type 1 process (using the Zero on save feature) or when
using Zero/Delete Table Data, the values in validated columns are left as is, whether the validated
column is a key or a non-key.

» Alternatives to lookup columns

A column constraint can be used as an alternative to specifying a lookup column. When you define a
column constraint, you specify an expression that directly restricts the allowed values in a column. For
example, an expression of in ('Active', 'Inactive') restricts the allowed values in the column to
those two string values. For more information, see Using column constraints.

A column constraint can be a useful alternative when creating a separate lookup table is more overhead
than necessary. However, you should use a lookup column instead of a column constraint if any of the
following apply:

e Multiple columns need to be restricted by the same set of values.

¢ You need to define additional description or grouping columns for the values.

* You need to be able to update the values relatively frequently.

¢ You need to be able to join multiple tables in a report based on the shared values.

About picklist tables

Picklist tables hold lists of items from which users can make selections. For example, you might want
users to select from a list of defined categories or status codes, and these lists can be defined as picklist
tables. Picklist tables are a special type of reference table, specially designed to be used as picklists.

System Administration Guide Axiom | 12



Picklist tables have the following advantages over using regular reference tables for the same purpose:

e Picklist tables can be easily created and edited using the Web Client Table Manager. This makes it
easier for non-technical users to manage picklist tables and their values.

e Refresh variables provide special support for selecting values from picklist tables. This feature
makes it easy to present users with custom text values for selection, but save those selections
back to the database using standard integer codes.

e File groups have a special picklist variable type, allowing enhanced control over how the picklist
can be used within the file group.

Additionally, some systems may have been using document reference tables to maintain picklist-style
data, in order to leverage the easy-to-use spreadsheet interface for editing picklist values. Picklist tables
also provide an easy-to-use interface, and additionally picklist tables can be used as lookup tables for
other columns (whereas document reference tables cannot).

» Picklist column structure

Picklist tables have a predefined structure of three columns. All of these columns are created by default
when the picklist table is created, and cannot be deleted.

Column Description
Properties

Code Integer Required. Defines a numeric code for each record. Each code
e G must be a unique positive integer.

When users select items from a picklist, items are returned
and stored using this numeric code.

Value String (50) Required. Defines a text value for each record. Each text

value must be unique.
Alternate Key q

Column Users select items from the picklist using these values.
Description String (1023) Optional. Defines a description or explanatory text for each
record.

When users select items from a picklist, you can optionally
display this text to help users choose the correct values.

The main column properties of picklist columns cannot be modified, such as column name, data type,
key column status, etc. Only minor column properties such as read-only status can be modified.

» Picklist table editor

Picklist tables have a special editor in the Web Client, designed to make it easy for authorized users to
create new picklist tables and to edit picklist values. For more information, see Managing picklist tables.
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Picklist tables can also be created and edited within the Desktop Client if needed, using the normal table
creation and editing features.

When using the Web Client editor, only the three required columns of Code, Value, and Description are
visible and editable. Although it is possible to add other columns to a picklist table using the Desktop
Client, these columns have limited usefulness and must be populated using Open Table in Spreadsheet
or Save Type 1 instead of using the Web Client editor.

» Using picklist tables

Picklist tables have a set structure that combines an integer code key column with a string value column.
You can define the string value as needed while maintaining the standard integer code. When users
select items from the picklist, you can display the text values but save back the selection as the integer
code.

In order to display picklists to users, you can use any selection feature that is available to reference
tables. In additional, several features provide special support for picklist tables:

e ComboBox and Grid refresh variables support special syntax to specify a picklist table as the
source of data, to make it easy to set up and use refresh variables with picklist tables.

 File group picklist variables support optional properties to store useful information about the use
of the picklist table in the file group. You can associate the picklist with a column in the plan code
table, flag the picklist as required, and conditionally enable the picklist based on other related
values. Using the functions GetFileGroupVariableProperty and GetFileGroupVariableEnablement,
you can return this information into a template or other file, and then use this information to
dynamically configure features in the template (such as custom save validation for a required
picklist).

» Picklist table restrictions and limitations

Picklist tables follow the same general rules of reference tables, with some additional restrictions. In
addition to the pre-set column structure, the following limitations and restrictions apply to picklist
tables:

e Picklist tables cannot be plan code tables.
e Picklist tables cannot have column hierarchies, column sequences, or calculated fields.

When filtering a list of tables by table classification, picklist tables will display along with the other
reference tables, unless they are being omitted from the list as invalid selections.

Generally speaking, whenever a feature says a reference table is valid for use, a picklist table can be
used as well. Any exceptions are noted in the specific feature documentation.
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» Picklist table security

By default, non-admin users do not have access to the data in picklist tables. When a new picklist is
created, you must configure read-only or read / write access to the table as needed (unless the picklist is
assigned to a table type to inherit permissions).

Note the following special considerations for picklist table security:

e Because picklist tables are comprised of simple lists and do not normally contain sensitive
information, you may want to configure read-only access on the Everyone role to simplify
security. Make sure to enable Specify custom write access and then leave the filter blank so that
users do not have read / write access, because all users with read / write access can modify
picklist values using the Web Client Table Manager. Read / write access should be restricted to a
small subset of users who define and administer the picklist values.

* Picklist tables can belong to picklist table types, for purposes of easily granting full read or write
access to a set of related tables. You might create different table types to hold picklist tables for
different types of planning (Capital, Budget) or for different facilities or entities. You can then
grant access at the table type level, to be inherited by all tables in the table type.

e A special security permission, Administer Picklists, is available to give users rights to create and
manage picklists in the Web Client Table Manager. Users with this permission can do the
following:

° Create new picklist tables as needed. Note that these picklists must be assigned to table
types that the user has access to, so that the user will have permission to the new table
once it is created.

°  Modify picklist table properties and delete picklist tables. The user must have at least read-
only access to the table in order to perform these actions.

° These special permissions only apply to the Web Client Table Manager. Administer Picklists
users cannot create or manage picklist tables in the Desktop Client.

e Any user with read / write access to the table can edit picklist table values using the Web Client
Table Manager. This is different behavior from other tables, where having read / write access to a
table does not automatically give the user an interface to view and edit the table values. Because
of this difference, you should not give a user read / write access to a picklist table unless you
want them to be able to edit the values in the table.

About table index schemes

All data and reference tables are assigned to a table index scheme that determines how each table is
indexed within the Axiom database. In certain situations, using a specialized index scheme can improve
performance when querying data from the table or saving data to the table.
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IMPORTANT: The table index scheme is